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1. Общие положения

1 .1 . Настояцая Политика обrцества с ограниченной ответственяостью <омские кабельные

сети) В отношении обработки персонаJIьньIх данньtх (да,rее по тексту - Политика)

разработана во исполнение требований л, 2 ч,, 1 ст, 18,1 Федерального закона от

27.О7.2О06 М 152-ФЗ uo персо'па,ооньIх данЕыхD (далее Закоц о персональньD( данньтх) в

ше-lяri обеспече""" au*"r"r^ прав и свобод человека и гражданина при обраб_отке его

персон&.IьньIх данных, в том числе заlциты прав на неприкосновенItость частвой жизни,

.1пчн}ю lt семейную тайну.
l.]. llоrитика определяет осlIовные llриlltlипы, цели, содержtlние, условия, порядок и

способы обработки персон,lльных данньIх, устанавливает процедуры, Еtшр,lвленные на

вьuIв.,Iение и предотвращеЕие нарушений законодательства Российской Федерации в

сфере персональных данных! а также определяет для каждой цели обработки

персонапьЕыХ даЕныХ оолержание обрабатываемых aepcoнa;Ibнblx данЕьIх, категории

сrбъектов, персональные дчппur" no'opiж обрабатьfваются, сроки обработки и хранения,

поря-]оК уничтожения при достижении целей обработки или при наступлении иньIх

законньн оснований,
1 .-]. Цели настоящей Политики:
1.З.i, обеспечеНие защить] праu " 

свобод субъектов персонаJIьньIх даяных при обработке

IiхперсоЕалЬныхДанныхвинформачионнЬжсистемахперсональныхДанньIх,заЩиТы
napaorr-urr"r" даняых субъеКтов персональЕых даЕньIХ от,несанкционированЕого доступа

Il разглашевия.
1''З.2.обработкаПерсоНаJIьныхданныхоГрани'rиваетсяДостижениемконкреТных'Заранее
определенных и законных целей. Не допускается обработка пepcoнaJlbнblx данных,

несовместимаJI с целями сбора псрсональных данных,
1.З.З. обработке подJIежат только персональных данньtх, которые отвечают целям им

обработки.
1 ,з.4. обработка обцеством персональных ланных осуществляется в следующих целях:

. осуществление своей деятельности в соответствии с уставом Общества, в том

числе заключение и исполнение договором с контрагентами;

. исполнение трулового законодательства в рамках трудовых и иных

непосредственllо связанных с ним отношений, в том числе: содействие работникам

в тру!оустройстве, получении образования и продвижения по службе, привлечение

и отбор каЕдидатов на работу в Общество, обеспечение личной безопасности

работников, контроль количества и качества выполняемой работы, обеспечение

сохранности имущества, ведение кадрового и бухучета, заполнение и передача в

уполномоченные органы требуемых форм отчетности, организация постановки на

индивидуальный (персонифицированный) учет работников в системах

обязательного IIснсионного страхования и обязательного социаJIьного страхования;

. осуществлениепропускногорежима;
1.3.5.обработкаПерсоIIаIЬныхданныхработникоВМо}t(етосУЩесТВЛяТЬсяискЛючителЬно
в целях обеспечения соблюдения законов и иных нормативных правовых актов,

1.4. При разработке насr^оящей Политики использовавы следующие нормативные

докумеЕты и ссылки на них:
. Конституция Российской Федерачии;
. Гражданский кодекс Российской Федерации;

. Трудовой кодекс Российской Федерации;
о Налоговый кодекс Российской Федерации;
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о

о Федеральный закон от 08.02.1998 N9 14-ФЗ <об обществах с ограниченной
ответственностью):

a

a

a

a

a

Федера-rrьный закон от 27 .07 .2006 М 152-ФЗ кО персональвых данньD()
Федеральный закон от 27.07.2006 Ns 149-ФЗ < Об информации, информационньгх
технологиях и о защите информации>;
Федеральный закон от 07.07.2003 }lЪ 126 -ФЗ кО связи>;
Федеральный закон QT 06,12.20l1 Ns 402 ФЗ <о бухга,ттерском учете);
Федеральный закон от 15.12.2001 ЛЬ 167 -ФЗ <Об обязателъном пенсионном
страховании в Российской Федерации>;
Федеральньй закон от 01.04.1996 N9 2'7 -ФЗ (Об индивидуаJIьном
(персонифичированном) учете в системе обязательного пенсионЕого стрarхования))
Федермьный закон от 29.11,2010 Ns З26-ФЗ <Об обязательном медицинском
страховаЕии в Российской Федерации>;
Федеральный закоIl от 16.07.1999 М 165-ФЗ <Об основах обязательного
социального страхования);
Федеральный закон от 1'7,|2.2001.}l! 17З-ФЗ <О трудовых пенсиях в РФ>;
Федеральный закон от 24.11.1995 }1Ь 181 - ФЗ <О социальной защите инваJlидов в
Российской Фелерации>;
Федеральный закон от 24,07.1998 Ns 125-ФЗ (Об обязательном социzlльном
страховании от несчастных случаев на' прЬизводстве и професоионilльных
заболевФrиЙ>; :

ФелеральiЬй закон от 07.08.200l N'Q il5-ФЗ <О противодействии легаJIизации
(отмыванию) доходов, полученных преступным путем, и финансированию
терроризма);
Постановление Правительства Российской Федерации от 06.07.2008 J'ф 512 (Об
утверждении требований к материальным носителям биометрических
персональньж данных и технологиям хранения таких данньж вне информационньтх
систем персональных данных);
Постановление Правительства РФ от 27.08.2005 М 538 <Об 1тверждении Правил
взаимодействия операторов связи с уполномоченными государственными
органами, осуществляющими оперативно-розыскную деятельность));
Постановление 11равительства РФ от 30.12.2024 N9 1994 <Об утверждении Правил
оказания услуг телефонной связи и перечня организаций, имеющих право
осуществлять Itодтверждение сведений об абоненте - физическом лице>.
Постановление Правительства РФ от 0t,l1.2012 Ns 1119 (Об утверждении
требований к защите персональных даi{ных при информационных системах
персональных lца}iных);
Постановление Правительства РФ от 1 5.09.2008 J,,lb 687 (Об утверждении
Полоrкения об особенностях обработки персональных осуществляемой без
использования средств автоматизации);
Постановление [Iравительства РФ от 31.12.2021 Ns 2607 <Об утверждении Правил
оказания телематических услуг связи);
Постановление Правительства РФ от 31.12.2021 Ns 2606 <Об утверждении Правил
оказания услуг связи по передаче данных);
Постановление Правительства РФ от 29.05.2025 J& 78З <Об утверждении Прави:r
оказания услуг связи для целей телевизионного вещания и (или) ралиовещаЕия);
Указ Президента Российской Федерации от 06.03.1997 J\Ъ 1 88 Юб утверждении
Перечня сведений конфиденциа.,тьного характера);
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. Приказ Роскомнадзора от 28.10.2022 J\! l79 (об утверждении Требований к

подтверждению уЕичтожения персонаJIьных данныхD;
о Щругие нормативные правовые акты Российской Федерации, регулирующие

отношения, связанные с деятельностью Общества.
1.5. Политика действует в отноu]ении всех персонalльЕых данЕьIх9 которые обрабатывает
общество с ограниченной ответственностью кОмские кабельные сети> (далее по тексту -
Обшество/Оператор).
1.6. Политика распространяется на отношения в области персонмьньй данньtх,
возникшие у Общества к,ж до, так и после утверждения настоящей Политики.
1.7. Требования настоящей Политики являются обязательньь{и для исполнения

работникаriли Общества.
1.8. Во исполнение требований части 2 статьи 18.1 Закона о персональных данных
настоящая Политика является общедоступной и подлежит размещению на
информационньгх стендах офиса и на сайте Общества в информационно-
телекоммуникационной сети кИнтернет), с использованием которого осуществляется
сбор персональньж данных,

2. Основrlые понятия, термины, определения и сокращения
2.1. Основные понятия, используемые в настоящей Политике:

ДбоненmЛtлаенm - один из видов клиентов (физическое лицо, индивидуальные
предприниматель, юрI4дическое лиrtо) - пользователь,.с которым заключен возмездный

договор об оказ-ании усJIуг связи с выделением, для этиi целеЙ абонентского номера или

уникаJIьного кода идентификации.
Авmомапазuрованная обрабоmка персональньlх daHHbtx - обработка

персональных данных с помощью средств вычислительной техники.
Баомеtпрuческuе персонл]льные dанные - сведения, которые характеризlтот

физиологические и биологические особенности человека, Еа основании которых можно

установить его личность и которые используIотся оператором для установления лиrшости
субъекта персональных данных.

Блокuрованuе персонttлл,ныж daHHbtx - временное прекращение обработки
персональньж данных (за исключением случаев, если обработка необходима для

уточнения персональных данных).
Информоцuонная сuсmе,ryа персонмlьньlх laHHbtx (ИСП!н) - совокупность

содержащихся в базах данных персональньIх данньж и обеспечива]ощих их обработку
информационньгх технологий и технических средств.

Конфulенцuппьносmь персональных daHHbtx - обязанность Общества и иных лиц,
получивших доступ к персонаJIы{ым данным, не раскрывать третьим лицам и не

распространять персоllацьные данные без согласия субъектов персональньIх данных, если
иное не предусмотрено федеральным законом Российской Федерации.

Маперuальньtй носumель ПДн - бумажньтй, электронный, машинописный и
прочие носители иIlформации, используемые для воспроизведения (в том числе
копирования, скачивания, сохранения, записи) и/или хранени€ информации, содержащей
ПДн, обрабатываемой в автоматизированном виде (с использованием средств
вычислительной техники) и не автоматизированном виде (без использоваIIия средств
вычислительной техники).

Обезлuчuванае пepcottculbHbtx laшHblx - дейотвия, в результате которых становится
невозможным без использования дополнительной информации определить
принадлежность персонаJIьньж данIIых конкретному субъекту персон:шьных данных.
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Обрабоmка персональньlх daHHbtx - любое действие (операчия) или совокупность
действий (операций). соверIпаемых с использованием средств автоматизации или без
использования таких средств с персональными данными, включаlI сбор, запись,
систематизацию, накоплениеl хранеЕие, уточнение (обновление, изменение), извлечение,

использование, перелачу (распространение, предоставление, достул), обезличивание,
блокирование, удалеЕие, уничтожение персонмьных данньв,

Общесmво - Общество с ограниченной ответственностью <Омские кабельные сети>>.

Операпор персолlulл,ных daHHbtx |Операmор) - государственный орган,
муниципмьный орган, юрилическое или физическое лицо, са]\,{остоятельно или совместfiо
с другими лицами организуюlцие и (или) осуществляющие обработку персональных
данных, а также оrIределяющие цели обработки персоЕальных данньж, состав
персональных данных, подле}кащих обработке, действия (операции), совершаемые с
персональным и дан н bIM и:

Персонпlьные dонные (ПДн) - любая информация, относящаJIся к прямо или
косвенно определенному или определяемому физическому лицу (субъекry персонаJIьных
данных).

Пользоваmель сайmа - лицо, посетившее ресурс или совершил на нем какое - либо
действие.

Поmенцuальньtй мuенm/абоненIп - физическое лицо, с которьlм отсутствует
действующий договор оказания Обществом услуr, но. информация для идентификачии
таких клиентов имеется в системах учета общества с. ограниченной ответственностью
кОмские кабельirЫе сети), в том числе с целью заключения договорных отrrошений.

Преdосmавленuе пepcotlullrпbtx daHHbbr j действия, направленные на раскрытие
персопальных данных определенному лицу или определенному кругу лиц.

Рабоtпнut</соrпру)ник - физическое лицо, вступившее в договорные отношеfiия,
регулируемые трудовым законодательством Российской Федерации с Обществом с
ограниченной ответстl]еIlностью кОмские кабе.пьные сетиr>.

Распросtпраненuе пepco+(ulbHbtx laHHbtx - действия, направленные Еа раскрытие
персональных данных неопределенному кругу лиц.

Сайm Общесmво сайт общества в информационно-телекоммуникационной сети
кинтернет>, владельцем которого является общество с ограниченной ответственностью
комские кабельные сети>.

' Спецuальньlе кOпlеzорца персонлlльIlьlх dонньtж - сведения, касающиеся расовой,
национальной принадJIе)lо{ости. IIолитических взглядов, религиозных или философских
чбея<дений, состояния з/lоровья, инL,имной яtизни.

Субъекm персональньlх doпttbtx (субъекm ПДп) - физическое лицо, которое прямо
или косвенно определено или определяемо с помоIцью персонмьных данных.

Уначmоаrcенuе персонttльньlх daHHbtx - действия, в результате Koтopblx стаЕовится
невозможныМ восстановитЬ содержацие персонаJIьньIх данньtх в информационной
системе персональных данных и (или) в результате которых уничтожаются материаlIьные
носители персональных данных.

Файпьt cookie - это фрагменг данвых. отiтравленный веб-сервисом и хранимьтй на
устройстве (мобилыrоМ телефоне, IlлаIlшете и т.д.), Каждый фаз при попытке открывать
страницу соответствуIощего сайта браузер llересылает этот фрагмент данньж серверу в
составе НТТР- запроса.
2,2. Иньле понятия и термины, используемые в Политике, определJIются в соответствии с
законодательством Российской Фелерации.
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3. Принципы обрабртки персопальных данных
3,1. tIри обработке lIерсональных данных Обцество руководствуется следующими
принципами:
З,1.1. обработка персональных данньж должна осуществJIяться на законной и
справедливой основе;
3.1.2. обработка персопаtльньIх данI{ых должна ограничиваться достижением конкретных,
зарапее определенных и законньгх целей. Не допускается об|эаботка П,Щн, несовместимм с
челями сбора П!н;
3.1.3. не допускается объединение баз данных, содержащих персональные данные,
обработка которьи осуlцествляется в целях, несовместимых между собой;
3.1.4. обработке подлежат только те персональные данные, которые отвечают целям их
обработки;
3.1,5. солержание и объем обрабатываемых П.Щн должны соответствовать заJIвленным
целям обработки. Обрабатываемые [цн не должны быть избыточными по отношению к
зfuIвленным целям их обработки;
3.1.6. при обработке П!п должны быть обеспечены точность П,Щн, их достаточность, а в
необходимых случаJIх и актуальность по отношению к целям обработки П{н. Общество
должно принимать необходимые меры либо обеспечивать их принятие по удалению или
уточнению неполных или недостаточньж ГI/]н.
з.2. Персональные данные являются информацией ограниченного доOтула
(конфиденциал bHol о характера) в соответствии с законодательством Российской
Федерации. Пflн могуТ обрабатыватьсЯ самостоятельнО йли в составе другоЙ информации
конфиден циально го характера. порядок обработки которой устанавливается отраслевьIми
федеральными законаI!rц, в частности! о связи (сведения об абоненте и тайна связи), о
банках (банковская тайна), о коммерческой тайне, об архивном деле и прочими.

4. Правовые осtlоRаtiия обработки персональных данных
4.1. ПравовыМ основаниеМ обработки персональных данньD( явJUIется совокупность
нормативных правовых актов! во исполнение KoTopbD( и в соответствии с которыми
общество осуществляет обработку персонilльных данных, в том числе:

о КонституцияРоссийской Федерации;
о Граждаяский кодекс Российской Федерации;

, . Труловой кодекс Российской Федерации;
о Нмоговый колекс Российской Федерации;
. ФедермьнЫй закон от 08.02.1998 J\ъ 14-ФЗ <Об обществах с ограниченной

ответственностью);
. Федеральный закон от 27.07.2006 Jф l52-ФЗ (О персональных дtlнЕьж). Федеральный закон от 27,0'7.2006 }l! 149_ФЗ < Об информации, информационных

технологиях и о защите информации>;
. Федера.,rьный закон от 07.07.2003 Л9 1 26 -ФЗ <О связи>>;. Федеральный закон от 06.12.201l Nq 402 -ФЗ кО бухгалтерском учете>;о Федеральный закон от 15.12.200l Ns 167 -ФЗ <об обязательЕом пенсионном

страховании в Российской Федерации>;
о Федеральный закон от 01.04.1996 Jф 27 -ФЗ (об индивидуальном

(персонифицированном) учете в системе обязатетlьного пенсиоt{ного страхования),' Федеральный закоII от 29.11,2010 Ns 326-ФЗ <об обязательном медицинском
страховании в Россllйской Федерации>,
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о Федеральный закоlt от 16.07.L999 м 165-ФЗ коб основах обязательного
социаllьllого страхования);

о Федеральный закон от 17.12.200I Ne 17з-ФЗ ко трудовых пенсиях в РФ>;
. Федеральный закон от 24.11.1995 N9 181 - ФЗ <о социальной защите инва.,lилоts в

Российской Федерации>;
. Федеральный закон от 24.07.1998 м 125-ФЗ коб обязательном социмьном

страховании от несчастных случаев на производстве и профессиональных
заболеваний>;

. Федеральный закон от 07,08.2001 Ns l15-ФЗ <о противодействии легализации
(отмыванию) доходов, полученных преступным путем, и финансированию
терроризма);

о Постановление Правительства Российской Федерации от 06.07.2008 Ns 512 (об
утверждении требований к материаJIьным носителям биометрических
персональньв iIанных и технологиям хранения таких дilнньIх вне информационных
систем персональных данных);

о Постановление Правительства РФ от 27.08,2005 ЛЬ 538 (Об утверя<дении Правил
взаимодействия операторов связи с уполЕомоченными государств9нными
органами, осуществляющими оперативно_розыскную деятельность>;о Постановление 11равительства РФ от З0.12.2024 N9 1994 кОб утверждении Правил
оказания услуг телефонной связи и пеirечня организаций, имеющrх право
осуществлять подтверждение сведений об абоненте - физическом rп.rце>.

о Постановление Правительства РФ от,01.11.2012 М 1119 кОб утверждении
требований к защите лерсональньIх дiнных ор" информационньr* iистемах
персонzrльньж даi{ных);

о Постановление Правительства РФ от 15.09.2008 N9 687 <Об утверждении
Положения об особенностях обработки персонilльных осуществляемой без
использовzlния средств автоматизации>;

о Постановление l Iравите.гtьства РФ от З1.12.2021 Ns 2607 <Об утверждении Правил
оказания телематических услуг связи);

о Постановление lIравительства РФ от З1.|2.2021 J\b 2606 <Об утверждении Правил
оказания услуг с]]язи по передаче данных);
Постановление 11равительства РФ от 29.05.2025 }Ь 78З <Об утверждении Правил
оказаниЯ услуг связи для целей телевизионного вещания и (или) ралиовещания>;о Указ Президента Российсttой Федерации от 06.0З.1997 N9 188 (Об утверждении
Перечня с]]едений конфиденциального характера);

. Приказ Роскомнадзора от 28.10.2022 J\Ъ 179 (Об утверждении Требований к
подтверждению уничтохtения персонzIльных данньгх));

о Иные нормаtивные правовые акты! регулирук)щие отношения, связанные с
деятельностью общества.

4.2. Правовым основаIIием обрабо.гки персональных данЕьIх также являются;
. Устав Общества с ограничеtrной ответств€нностью <омские кабельные сети>.
r Согласие субъекта персональпыХ даIIных на обработку, егО персона!.Iьных данньD(}

надлех(ащим образом оформленное с учетом требований законодательства для
соответствующей категории П!н;
!оговор, стороной которого либо выгодоприобретателем или поручителем по
которомУ являстся субъект персоI{альных дацных, если обработка Пflн необходима
для заI(лючения указанIrого договора или исполнения обязательств по договору.

Сmранuца 8
Полumuка

обtцесmва с оzранчченной опвеmL.пвеllносmью комскuе кабельньtе сепu>
в omHouleHuu обрабопкu персонапьньtх daHHbtx



I
I

Судебные акты! акты другого органа или должностного лица, подлежащие

исполнению обществом с ограниченной ответственцостью комские кабельные
сети) в соответствии с положенияlt{и законодательства Российской Федерачии об
исполнительном производстве.
Необходимость обеспечения и/или осуществлеЕия защиты жизни, здоровья или
иных х(изненно вФкных интересов субъекта П.Щн, если пол)ление согласия
субъекта П!н невозмохtно;
Необходимость осуществления прав и законньгх интересов Общества с
ограниченной ответственностью ((Омские кабельные сети)). цетьих лиц, либо
необходимость достижения общественно значимых целей при условии, что при
этом не нарушаются права и свободы субъекта П!н;
Необходимость обработки персональных данных в статистических или иных
исследовательских целях при условии обязательного обезличивания персонzrльных
данных;
Требование федерального закона Российской Федерации об опубликовании или
обязательном раскры,гии персональных данньIх.

5. Порядок и условия обработки персопальпых данtlых
5,1. Обработка П!н в обществе осуществляется с согласия субъекта П.Щп, а также без
такового в случмх предусмотренных законодательством Российской Федерации.
5.2. Согласие на обработку персональных данных, разрешенньlх субъектом ПДн для
распространениЯ, оформляется отдельно от иных согласиЙ субъекта П.Щн на обрабо.l,ку его
П!Н. Общество обеспечивает субъекту П!н воЗможность определить перечеIIь П!н по
каждоЙ категории П!н,,указанной в согласии на обработку П.Щн, разрешенных субъектом
Пflв для распространения.
5.З. К обрабоТке персональНьlх данныХ допускаютсЯ только те работники Общества,
которые осуществJUIIот свою трудовую деятельность в рамках должностЕьIх полномочий.
указанные работники имеют право получать доступ только к тем Пдн, которые
необходимы им для выполнения своих должностных обязанностей.
5.4. общество обесIlсчивае,l, информирование работников, осуществJIяющих обработку
П!н без использоваIIия средств автоматизации, о факте обработки ими П.Щн, обработка
которых осуществляется Обществом без использования средств автоматизации, о
категориях, обрабатываемых Пffн, а также об особенностях и правилах ос),.tцествления
такой обработки. установленных законодательствоМ Российской Федерации и
внутренними нормативными ак,гами Общества.
5,5. Общество, получfuI лостул к Пflн, обязано не раскрывать и не распрострtlнять третьим
;rицам Пдн без соl,ласия субъекта П!н, за исключением случаев, предусмотренных
действуюцим законо]tа[ельством Российской Федерации.
5.6. Общество осуществляет обработку персональньtх данньrх для каждой цели пх
обработки следующими способами :

. неазтоматизированная обработка персональньIх данньгх;

. автоМатизиРоваIlнМ обрабо.гка персонмьньЖ данныХ с передачеЙ ПОлlпlенной
информациИ по информационно-телекоммуникационньЙ сетям или без таковой;

. смешанная обрабо,гка персональных данных.
5.7. Не допусКается раскры,гИе тре,IьиМ JIицам И распростраЕение персональных данных
без соглаоия субъекта персональных данньж, если иное не предусмотрено федеральным
законом. Согласие на обработкУ персонalль}tых данных, разрешенных субъектом
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l1ерсонr}льных данньtх для распространения, оформляется отдельно от иньIх согласий
субъекта персональных данIIых на обработку его персональньIх дtшньD(.

Требования к содержанию согласия на обработку персональньrх данньж,
разреIпенных субъектом персональЕых данньж для распространения, утверждены
Приказом Роскомнадзора от 24.02.2021 Ns 18.
5.8. Заключаемый с субъектом П.Щн договор не может содержать положения,
ограничиваIощие права и свободы субъекта П,Щн, устанаiдлимющие сл}чаи обработки
ПЩн несовершеЕнолетних, есJIи иное не предусмотрено законодательством Российской
Федерации, а также положения, допускающие в качестве условия заключения договора
бездействие субъекта ГI.Щн.

5.9. Обработка биометрических персональных данньtх может осуществлlIться только при
наличии согласия на обработку субъекта П!н в письменной форме, за исключением
случаев, предусмотреIII{ых частью 2 статьи 1 1 Фелерального зzlкона о-r 27 .07 .2006 N9 152 -
ФЗ кО персональных l1а}iных).
5.10. В зависимости от целей обработки Пfiн такая обработка может вкJIючать в себя, в
частности, совершение всех или некоторых из следующих действий (операций) с
использованием средств автоматизации или без использования таких средств с П.Щн: сбор,
запись, систематизация, накопление, хрirнение, }точнение (обновление, изменение),
извлечение, использование, передача (распространение, предостtlвление, доступ),
обезличивание, блокирование, удa}ление, уничтожелие Пfн.
5.1l. Обработка ПДн без использования средств автоЙатизации может осуществляться в
виде документов яа бумажных носителях и в электронЁом виде (файлы, базы данньгх) на
fлектрон ных носитеJlях информаuии.
5.12. двтоматизировапная обработка Пдн долrкна осуществляться в Исп!н общества.
При автоматизированной обработке, П.Щн содержаться на машинных носителях П!н.
Фиксация П!н на машинном носителе производится с использоваяием средств
вычислительной техttиttи (копирование П!н на любой съемный или несъемный
машинный носитель. ввоr] ПДн в базу данных и т.д.).
5.13.Общество приниl\,1ает необходимые правовые9 организационЕые и технические меры
для защиты персоншlьных даIIных от неправомерного или случайного доступа к ним,
уничтоr(ения, изменеIIия! блокирования, распространения и других несанкционированньш
действий, в том числе:
. . опредеJulет угрозы безопасности персонмьньж даЕных при их обрабоже;

. принимает локальные нормативные акты и иные док}менты, регулирующие
отношения в сфере обработки и защиты персональных даЕных;

. назначает лиц, ответственных за обеспечение безопасности персонаJIьньtх данных в
структурных подразделениях и информационных системах Оператора;

. создает необхолимые условия для работы с персональными данными;

. оргzrнизует учет локументов, содержащих персональные даIrные;

' организует работу с информационными системаI4и, в которьгх обрабатываются
персональные данные;

. хранит персональные данItые В услоЁиях. при которьп обеспечивается их
coxpilнHocтb и исключается неправомерный доступ к ним;

.организуеТ обу,tсние работников обцества, осуществляющих обработку
персональных данньtх.

5- 14, Общества прекраlцает обработку персональных данных в следующих случаях:
. выявлен факт их неправомерной обработки. Срок - в течение трех рабочих дней о

даты вьlя вления;
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. достигнута цель их обработки;
. истек срок действия или отозвано согJIасие субъекта персональньж данных на

обработку указанных данных, когда по Закону о персонtlльIlых даЕIIых обработка
этих данных допускается только с согласия.

5.15. При достижении целей обработки персональньж данньж, а также в сл)лае отзыва
субъектом персонzrльньгх данных согласия на их обработку общество прекращает
обработку этих данных, если:

. иЕое не предусмотрено договором. стороноЙ которого, вьгодоприобретателем или
поручителем по которому является субъект персональньIх дaш{ньIх;

о Общество не вIIра]]е осуществлять обработку без согласия субъекта персональньж
данных на основаЕиях, предусмотренных Законом о персоЕtIльных данных или
иными федера;lьными законами;

. иIIое не Ilpel(ycMoTpeнo другим соглашением между Обществом и субъектом
персональньIх llанных.

5,16. При обрашdении субъекта персональных данньIх к Обществу с требованием о
прекращении обработки персонаJIьных данных в срок, не превышающий 10 рабочих дней
с даты получения Обществом соответствующего требования, обработка персональньIх
данных прекращается, за исключением случаев, предусмотренных Законом о
персонalльных данных. Указанный срок моr(ет быть продлен, но не более чем на пять
рабочих дней. Для этого Обществу необходимо наIiравить субъекту персональньlх данньtх
мотивироваЕное уведомление с указанием причин продления срока.
5.17. При сбоfо. персональньн данньIх, в том числе посредством информационно-
телекоммуникационной сети Интернет, запись,- систематизация, накоплеЕие, хранение,
уточнение (обновление, изменение), извлечение персональньж даЕньrх граждан
Российской Фелераttии с использованием баз данньIх, нi}ходящихся за пределами
территории Российской Федерации, не допускаются, за исключецием случаев, указанных
в пунктах 2-4, 8 части 1 статьи б Федермьного закона о персонаJIьньгх данных.

6. Права и обязанности Оператора и субъекта ПЩн
6.1. Основные права и обязанtlости Общества, как Оператора:
6. l ,l. Оператор имеет право:
1) самостоятельно определять состав и перечень мер, необходимьtх и достаточных для
обеспечения выполпеI{ия обязанностей, предусмотренfiых Законом о персонzlльных
Данных и приняТыМи В сооТВеТстВии с ниМ норМатиВныМи праВоВыми актаI\.{и, если иное
lre предусмотРено ЗаконоМ о персональных данЕых или другими федеральными
законами;
2) получать документы, содержашlие П!н;
3) поручитЬ обработку персональных данных другому лицу с согласия субъекта
персональЕьIх даЕных! если иное не предусмотрено федеральньrм законом, на основании
заключаемого с этим .rrицоМ договора. Лицо, осуществJUIющее обработку персонаJIьЕых
данных llo поручениlО Оператора, обязанО соблtодать принципы и правила обработки
персонarльньШ данных, предусмотреIIIrые Закоirом о персонаJIьньrх данньж, соблюдать
конфиденцимьность персонzutьных ланньlх, принимать необходимые меры,
[Iаправленные на обесIlечение l]ыполнения обязанностей, предусмотренньп< Законом о
персональньж даI{ных;
4) предоставлять Пдн субъектов третьим лицirм, если это предусмотрено
законодательством Российской Федерации;
5) отказывать в пр9доставлеIrии П.Щн в случаях, прелуOмотренных законодательством
Российской Федерации;
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6) использовать tl!н субъекта без_ его согласия в случzuIх, предУсмоТренных
законодательством Российской Федерации.
7) в случае отзыва субъектом Пflн согласия на обработку П!н Оператор BrrpaBe
продолжитЬ обработкУ П!н беЗ согласиЯ субъекта П.Щв при на,тичии оснований,
указанных в Законе о персоналыIых данньIх.
6. 1.2. Оператор обязан:
1) организовыВать обработкУ персональныХ данных В Qоответствии с,требоваяиями
Закона о персональных данных;
2) отвечать на обралlения и запросы субъектов персональньrх даннья и их з,lконньIх
представителей в соотl]етствии с требованиями Закона о персональньIх данньrх;
3) сообщать в порядке, предусмотренном статьей 14 Закона о персональных данньtх
субъекту П.щн или его представи'гелю информацию о наличии П,щн, относящихся к
соответствуощему субъекту П!н, а также предоставить возможность ознilкомления с
этими П{н при обраrцении субъекта П!н или его предстzвителя либо в течении 10
рабочих дней с даты получения запроса субъекта Пщн или его представителя. Все
обращения субъекта П!н (его представителя) заносятся работником, ответственным за
организацию приема и обработки обращений и запрос субъекта П.щн или их законных
представителеЙ, в журI{аJI учета обращений субъектов П.Щн и законньп< представителей
субъектов П{н по вопросам обработки П.Щн;
4) предоставлять безвозмездно субъекту П!н или его представитеJIю возможность
ознакомления с П!н, относяцимися к этому субъекту ПЩн;
5) вносить необходимые изменения в П!н субъектам Пffн;
6) осуществлять уничто)tеI{ия П!н, с момента представления субъектом П,Щн или его
представителем сведеtrий, подтверждающих, что П.щн являются незаконно полученными
или не являются необходимыми для змвлеItной цели обработки;
7) уведомлятЬ уltичтожение П!н, с момента предоставления субъектом П.Щн или его
представите.Jlем сведеlrий, под,гверждаIощих, что П!н являются незаконно полуrенными
или Ее являются необхо,1,1имыми для заявленной цели обработки;
8) сообщать в уполномоченный орган ло защите прав_ субъектов персональньtх данньrх
(Федермьную службу rro надзору в сфере связи, информационньп< технологий и массовых
коммуникаций (роскомнадзор)) по запросу этого органа необходимую в течение 10
(!есяти) рабочиХ дней с дагЫ получениЯ такого запроса. Щанный Ьрок может быть
продлен, но не более чем на 5 (пять) рабочих дней, Щля этого оператору необходимо
направитЬ в РоскомlIадзор мотивированное уведомление с указанием причин продления
срока предоставления :]апрашиваемой информации ;

9) немедленно tIрекращать по требованию оубъекта П!н обработку его П.щн в целях
продвижения товаров, работ, услуг на рынке путем осуществления прямьгх контактов с
потенциfu,IьныМ потребителем с помоulью средств связи;
10) разъяснять субъектУ П.Щн порядок принятия решения на основttнии искJIючи.r.ельно
автоматизированной обработки его Пl]н и возможных юридических последствиях такого
реIпения, предоставля,tЬ возможностЬ заявить возражение против такого решения, а также
разъяснить порядок защиты субъектом II!н своих прав и законньtх интсресов,
РассматриватЬ возрах(ениЯ субъекта lI.Щн в части выбора автоматизированной обработки
ПДн;
l1) разъяснятЬ субъектУ lI{H lоридичеСкие последстtsИя отказа предоставить его П.Щн
иlили джь согласие на их обработку, есJIи в cooru"rcaur, с федера.rьнымзаКонодательством Российской Федерачии предоставление П.Щн и/или поручение
Обществом согласия на обработку Пflн являются обязательными;
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l2) осуrцествлять блокирование неправомерно обрабатываемьrх П.щн, относящихся к

этому 
- 
субъекТу ПДн, и.lти обеспечиВать иХ блокирование (если обработка ПДн

осуществляется другим лицом, действующим по порученИю ОбществФ в сл}4{ае

"ur""n"nr" 
неправомерной обработки П.Щн при обращении субъекту П.Щн или его

прелставителя либо по запросу субъекта П[н или его представителя, либо

уполномоченного оргаIIа по заIци,l,е прав субъектов П,Щн.

Кроме того, осуU{ествлять блокирование П,Щн в случае вьU{вления неточных Пflн
при обращении субъек,га П!н или его представителя либо по их запросу или по запросу

уполномоченного органа по заuIите прав субъектов П,Щн;

1З) прекращать lreпpaBoMepнylo обработку ГI,Щлr в срок, не превышающий 3 рабочих дней с

даты выявления неправомерной обработки П.щн, или обеспечивать IIрекращение

неправомерной обработки ПЩн лицом. действующим по пор),п{ению Общества;

14) в случае если обеспечивать правомерность обработки п,щн невозмохtlrо, общество в

aро*, n" превышающий 10 рабочих дней с даты вьUIвления неправомерной обработки

п,щн, обязан уничтоя(ить такие Пflн или обеспе.rивать их уничтожение. об устрtшении
допущенныХ нарушениЙ или об уничтоЖении П.ЩН ОбществО обязано уведомить субъекта
ПЩн или его представителя, а в случае, если обращение субъекта П,Щн или его

представителя либо запрос уполномоченного органа по защите прав субъектов ПДн бьLlIи

направлены уполномоч9нным органом по защите прав субъектов П,Щн, также 1казанный
орган:
l5) прекращать обработку П,щн в случае достижения цели обработки П.щн или обеспечить

ее прекраlцение (есlrи обработка П!н осуществляется другим лицом. действ}тощим по

поручению Общества) и осуществлять уничтожение П,щн или обеспечивать их

уIlичтожение в срок. не превыulающий 30 дней с даты достижения цели обработки П.Щн,

есJlи иное не предусмотрено договором, стороной которого, выгодоприобретателем или

поручителеМ по которомУ яв_rIяется субъект ПЩн, либо если Общество Ее вправе

осуществить обработку П,Щн без согласия субъекта П,Щн на основаниях, предусмотреЕных
Законом о персональных данных или другими федеральными законllми;
16) прекращать обработку П,Щн в случаях отзыва субъектом ПДн согласия на обработку
его П.Щн или обеспечивать прекращение такой обработки (если обработка П!н
осуществляется други]\4 лицом, действующим по поручению Общества) и, в случае если

сохранение П,щн более rre требуется для целей обработки П.щн, осуществлять уничтожение
Пfiн в срок, не превышающий 30 дней с даты поступления указанного отзыва, если иЕое

не предусмотрено договором, стороной которого, выгодоприобретателем или
поручителем по которому является субъект П.Щн, иным соглашением между Обществом и

субъектов П.Щн, либо если обществом не вправе осуществлять обработку П,Щн без

согласия субъекта ПfiIr на основаниях, предусмотренЕьтх Законом о персонаlIьных данньrх
или другими федера.rьными законами ;

17) прекратить перелачу (распрос,гранение, llредоставление, доступ) П.Щн, ранее

разрепIенных субъек,гом ПДн для распространения, в течеЕие З рабочих дней с момента

получения требования субъекта П!н или в срок, указанный во вступившем в закопную
силу реш9ния сула, а есJlи такой срок в решении суда не указан, то в течение З рабочих
дней с момента вступJIения решения суда в законную силу;
18) уведомлять уполномоченный орган по защите прав субъектов ПДн об устilновлении
факта неправомерной или случайной передачи (предоставления, распространения,
доступа) П.Щн, повлекший наруrпение прав субъектов П,Щн;

19) в течение 24 ча9ов с момента вьuIвления такого инцидента о произошедшем
инцидепте, о предполагаеМых llричинах. повлекших нарушеЕие прав субъектов ПДн, и

предполагаемом Bpelle. нанесенном правам субъектом П.Щн, о принJIтьD( мерм по
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устранению последствий соответствуюrцего инцидента, а также предоставJUIть сведения о
лIiце, уполномоченном Обществом на взаимодействие с уполЕомоченным органом по
защите прав субъектов П!н, по вопросам, связанным с вьIявленным инцидентом;
20) в течение 72 часов с момеЕта вьuIвления такого инцидента - о результатах
внутреннего расследования выявленного инцидента, а также предостЕlвлять св9дения о
лицах, действия которых стали причиной выявленного инцидента (при наличии);
21) не раскрывать треlьим лицам и I.Ie распространять П!н без согласия субъекта П.Щн,
если иное lIe предусмотрелtо федеральпым законодательством Российской Федерации;
22) принимать иные меры, необходимые и достаточные дlrя обеспеЧения выполнения
обязанностей, предусмотренных Законом о персональных данных и принятыми в
соответствии с ним нормативными правовыми актами.
2З) в случае отсутствия возможности уничтожения персональньж даIlньtх в течение срока,
указанного в настоящей главе Политики, Общество осуществJuIет блокирование таких
персональных данных или обеспечивает их блокирование (если обработка Пщн
осуществляется дlругим лицом. действуюцим по поручению Общества) и обеспечивает
уничтожение персональных даI{ных в срок не более чем б месяцев, если иной срок не
установлен федеральныпли законами,

Лица, виновные в нарушеЕии требований Закон о П!н, несlт предусмотренн},ю
законодательством Российской Федерации ответственность.
24) в порядке. опредеJIенном федеральным органом исполнительной власти,
уполномоченIlым в области обеспечения безопасности, обеспечить взаимодействие с
государственной.сисr,емой обнарулtения, предупреждения и ликвидации последствий
комльютерных атак Ila ипформационные ресурсы РФ, включм информирование его о
компьютерныХ иI,1цидеIJта\, которые повлекли неправомерную передачу (предоставление,
распространение, доступ) персональньш данных.
6.2. Основные права и обязанности субъекта персонfu'Iьных данньIх:
6.2,1. Субъект персонаrIьных данных имеет право:
1) получать информачию, касающуюся обработки el.tr персопальных данных, за
исключениеМ случаев, предусмотренных федера,тьными законаL{и. Сведения
предоставляюТся субr,ектУ персональных данных Оператором в доступной форме, и в них
не доJtжнЫ содержатьсЯ персонаJIьные данные, относящиеся к другим субъектам
персональных данных, за исключением случаев, когда имеются законные основания для
раскрытия таких персонаЛьных даЕньи. Перечень информации и порядок ее получения
установлен Законом о персонаrrьньш данных;
2) требоватЬ от оператора уточнениЯ своих персональЕых даЕных, их блокирования или
уничтожения в случас. если персональные данные являются неполными, устаревшими,
неточIiыми, незаконIlо lIолученIlыми или не являIотся необходимыми для заявленной цели
обработки, а также приIIиМа.[ь предусмо.гренные законом мсры по защите своих прав;
з) требовать прекраtllеlIия обрабоr.ки своих персонalльньж данньD(;
4) принимать предусмо,[ренные законом меры по защите 0воих прав;
5) отозвать свое согласие на обработку персональных данных;
6) дать предваритеJlьное согласие на обработку llерсональных данньtх в цеJulх
продвижения на рынке товаров, работ и ус.гlуг;
7) обжаловать в Роскоплнадзоре или в судебном порядке неправомерные действия или
бездействие Оператора при обработке его персонаJIьных дан}Iьlх.

flля реzutизации cBoeI.o права lla IIоJlучеllие информации, касаrощейся обработки
еiо П!н, субъекТ l1flH, или его представит"по, доп*"" обратиться в ОбщЙтво, с
письменным заявлением в свободпой форме, которое должно содержать:
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- номер осIIовIIого документа, удостоверяющего личность субъекта П,Щн или его

предс,гавителя;
- сведения о лате выдаче указаItного доку]чtента и вьцавшем его органе;
- сведе}Iия, подтверждаlощие участие субъекта ПЩн в отношениях с Обществом (номер

2:(оговора, дата заключеIлия договора и/и;tи иtrые сведения), либо сведения, иным образом
l1од,tверждение факт обрабо,гки ПДн Обществом;
- подпись субъекта Пl,{II или его представителя.

В рамках реализации права на отзыв своего согласия на обработка П,Щн, субъект
П!н вправе обратиться в адрес Общества с заявлением об отзыве ранеё данного согласия
на обработку ПЩн. Также субъект Пflн вправе обратиться к Обществу с требованием о
прекращении обработки П.Щн, Общество оставляет за собоЙ будет осуществдяться при
наличии оснований, указаЕных в пунктах 2-1l статьи 6, пунктах 2,10 частя 2 статьи 10 и
части 2 статьи 1 1 Закона о персональных данных.
6.2.2. Субъект Пfiн обязан своевременно предоставлять в Общество информацию об
изменении своих П.Щн в целях уточIIеtlия и актуalлизации ПДн.

7. Объем и категории обрабатываемых персональных данных,
категории субъектов персональных данЕых

7.1. Содержание и объем обрабатываемых П,Щн должны соответствовать заrIвленным
Обществом челям обработки П!н, предусмотрецЕым в разд. 1.3 настояцей Политики.
Обрабатываемые персоIIаJIьные лаIIные не до,'tж}lы быть избыточными по отношению к
заявленным целям их обработки.
7.2. В соответствии с поло)кениями Федерального закона от 2'1.07.20Об Ns 152-ФЗ кО
персональных данных), Оператор может обрабатывать персональные данные следующих
категорий субъектов персональных данных:
7.2.1. Кандидаты для приема на работу к Оператору - для целей исполнения трудового
законодательства в рамках трудовых и иных непосредственно связанных с ним
отношений, осущест]]JIения пропускного режима:

о фамилия, имя, отчество;
. ПоЛ;

. гражданство;
о дата и место роя(дения;
. кон,гактные ланные;
. сведения об образовании, опыте работы, квалификации;
. иные персональIlые данные. сообщаемые кандидатами в резюме и сопроводительньIх

письмах.
7.2.2. Работпики и бывшие работники Оператора - для целей исполнения трудового
законодательства в рамках трудовых и инь]х Еепосредственно связанных с ним
отношений, осущестI]J]сIIия пропускного режима:

о фамилия, имя, отчество;
. Пол;
. гражданство;
. дата и место рож,ценияi
. изображение (фотография);
. паспортные данные;
. адрес регистраIIии IIо Mec,l,y жительства;
. адрес фактического проживания;
. кон,гактI{ые данные;
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. лrндивилуаJlьпый IIомер налогоплательщика;

. страховой номер индивидуалыIого лицевого счета (СнИЛС);

. сведеЕия об образовании, квыIификации, профессиональной подготовке и
повышении квалификации;

. семейное поJlожсние, Ilаличие детей, родственные связи;

. сведеIiия о труло]rой деяте,тlь}Iости, в том числе наличие поощрений,
(или) лисчиtrли нарных взыскаrtий;

. данные о регистрации брака;

. сведения о воинском учете;

. сведеЕия об инвалидности;

. сведения об удержании алиментов;

. сведения о доходе с предыдуIцего места работы;

. иные персонаJIьные данIIые, предоставляемые работниками в соответствии с
требованиями трудового законодательства.

7.2.3. Члены семьи работников Оператора - для целей исполнения трудового
законодательства в рамках трудовых и иных непосредственно связанных с ним
отношений:

о фамилия, имя, отчество,
. сIепень родс] ва:
. год ро}кдения,
. иные персональные данIlые, предоставляемые :работникalми в соответствии с

требованиями тру. (ового зако нодател ьства.,
7.2.4. Клиенты и контрагенты Оператора (физические лица) - для целей осуществления
своеЙ деятельности в соответствии с уставом Оператора, осуществления пропускЕого
режима:

о 
фамилия. имя! отчество,

. дата и месtо ро)кдения:

. паспортные данные,

. адрес регистраIlии по месту жительства;

. контактные данные;

. замешаемаJl дол}ltн ость;
' . индивидуацы{ый iloМep IIалогопjIательщика;

о номер расчетного счета;
. иные персонаrlыIые данные, предоставляемые клиентами и контрагентами

(физическими 'ltипами), необходимые для закJIючения и иоllолнония договоров.
7.2.5. ПредстаВители (работники) клиентов и контрагентов Оператора (юридических лиц)
- для целеЙ осуIцеств-пения своей деятельности в соответствии с уставом Оператора,
осуществления пропусi(IIого режима:

о фамилия, имя, отчество;
. паспортные даlIные;
. контактные данIIые:
. замещаемая должIlость;
. иные персоНальные даннЫе, IIредоставляемые представитеJIями (работниками)

клиентоl] и контрагентов, необхолимые для заключения и исполнения договоров.
7.3. Обработка ОператороМ биометрическИх персон.}льнЫх данных (сведений, которые
характериз},lот физиологические и биологические особенности человека, на основании
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которых можно установить его личность) осуществляется в соответствии с

законодательс,гвом Российской Федерачии.
7.4, Оператором не осуществляется обработка специальньтх категорий персонаJlьньtх

данных, касающихся расовой, национаJIьной приЕадлежности, политических взгJuIдов,

религиозныХ или фиJIософских убеждений, состояния здоровья, интимной жизни, за

исключением случаев, предусмотренных законодательством РФ.
:

8. Передача персональных данных третьим лицам
8.1. Передача П,Щн третьим лицам допускается с письменного согласия субъекта ПДН, за

исключением случаев, когда это необходимо в целях пред}цреждения угрозы жизни и
здоровью субъектов Пflн, а также в иных случбIх, устаЕовленяьIх законодательством
Российской Федераrции.
8,2. Общество вправе поручить обработку П.Щн другому лицу с согласия субъекта ПДн,
если иное не предусмотрено федеральным закоЕодательством Российской Федерации, на

основании заключаемого с этим лицом договора, в том числе государствеяного и

муниципального контракта (ла.тее - поручение).
При этом, лицо. осупIествляющее обработку П,Щн по пор)п{ению Общества, обязано

соблюдать l1ринIIипы и праI]ила обработки ГI!н, предусмотренные Законом о
персональных данных, соблюдать конфиделtциzutьность ПДн, принимать необходимые
меры. направленные lIa обеспечение выполнения обязанностей. предусмотенных

федеральными законами Российской Федерации.
в пору.rе,нии l1олжны быть определены перёчень П,щн, перечень действий

(операций) с П.Щн, которые булут совершаться лицом, осуществjIяющим обработку П,Щн,

цели их обработки, должна быть установлена обязанность такого лица соблюдать
конфиденциальность. П,Щн, требования, предусмотренные частью 5 статьи 18 и статьей
18.1. Закона о персональных данных, обязанность по зашросу Общества в течении срока
действия поручения, t] ,гом числе ло обработки ГI!н, предоставлять док)менты и иную
информацию, подтверждающие принятие мер и соблюдение в цеJuIх исполнения
поручения требований, установленных в соответствии со статьей б Закона о персонмьных
данных, обязанность обеспечивать безопасность П,Щн при их обработке, а также должны
быть указавы rребования к защите обрабатываемых П,Щн в соответствии со статьей 19

Закона о персонarльных данных, в том числе требование об уведомлении Общества о
случаJIх, предусмотреl Il lьж частью З.1. статьи 21 Закона о персональных данньD(.
8.З, Передача персоIIаJIьных данных органам дознания и следствиJI, в Федеральную
налоIовую с.rrужбу, Соlдиальный фонд России и другие уполномоченные органы
исполнительной власти и оргаIIизации осуцествляется в соответствии с требованиями
законодательства Российской Федерапии.

9. Обработка файлов cookie
9.1. Общество осуществляет обработку файлов cookie при посещении сайтов Общества и

для достижеt{ия следуtощих целей:
. для сохранения информаltии о пользователе на время использования сайта;
. для опрсделеt-tия (распозtlавания) браузера и/или устройства пользователя при

каждом входе на сай,г, сохранения настроек экрана и браузера, сохранения логи!{а и
пароля пользователей дlя входа на сайт:

, . для работы отлсльных разделов и/или страниц сайта (где использование файлов
cookie является необходиплым);
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. лJlя повыtuения качества обслуживания и обеспечения максимального

комфорта пользователей, и искJIючительно для определения

использования сайта или портаJIа пользователями.

удобства и
способов

9.2. Общество не исIIользует файлы cookie сайта для идентификации пользователей, а

исключительно дJIя определения способов использования сайта или портала

пользователями
9.3.Через файлы cookie Обrцество мох<ет собирать с,JIецуЮщую информачию о

non"aouuran"* сайта, В том числе автоматически полrIаемые httр-сервисом при доступе

Пользователя к Сервису Общества:
о IP- алрес;
. тип браузера и устройства, с которого выполняется вход Еа смт;
. операционншt система к информаuиоt{но - телекоммуникационной сети

кИнтернет>>;
. информалия о территории. на которой выполняется вход на сайт:

. дата и время посещения сайта или портаJIа;

. возможное количество совершенных пользовател9м (кликов компьютерной

мышью).
9.4. На сайте расположсItы уведомления о сборе и обработке данньж файлов cookie и

ссылка на Политику, а таюке подтверждение принятия условий обработки либо закрытия

уведомления.
b.s. Пр' работе,с.сайтом пользователи могут ознакоми.ться с тем, какие именно файлы

cookie Hi устройсr"е, с которого совершаетQя вход на сйт, иlиллl удаJIить уже
загруженные ранее файлы cookie путем изменения настроек своего браузера,

l0. Обеспечение конфиденциальности и безопасности персопальных данных
10.1. С цельЮ обесrrечеrrиЯ конфиденциа-llьности и безопасности П,Щн, субъектов П,Щн, от

неправомерноГо или случайного доступа к ним, уничтожения, изменения, блокирования,

копирования, предоставления, распространения П!н, а также от иных неправомерных

действий в отношении персональных данцьш Обществом принимаются необходимые

правовые, организациопIlые и технические меры.
l0.2. В обществе определены и реализуются следуIощие требования зtlконодательства в

области запtиты ГIflll:
. требования о соблюдении конфиденциальности П,щн;

. требования к заlците П,Д,н от неправомерного или случайного доступа к Еим,

уничто}кения, изменения, блокироваt,tия, копирования, предоставления,

распространения П.Щн, а также от иных Ееправомерных действий в отношении
ПДr,;

. требования об обязанности Общества при сборе П!н, установленных статьей 18

Закона о персональных l(анных.
10.3. В соотвеТствии С Законом о IIерсональных данньtх Общество оцределяет состав, и

перечень мер, необходимых и достаточЕых для обеспечения выполнения обванностей,
предусмотренЕых законодательством в области П,Щн, в частности:

. в Обществе назначено лицо, ответственное за организацию обработки

персонalльных данных, а 1,акже определены лица, ответственные за обработку и
защи,гу ПДн;

. определены уt,розы безопасности ПЩн при их обработке в информационньrх

системах ПДн;
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. проводятся мероприятия в целях обнаружения фактов несанкционированного
доступа к ПдIн и приня,гия соответствующих мер реагирования в соответствии с
действующим законодатеJIьством Российской Федерации;

' определены мероприятия, направленные на восстановление П.щн, в случае их
модификации или уничтожеIIия вследствие несанкционированного дост}па к ним;

. ведется учет машинописных носителей П.Щн;
о проводится оценка эффективности принимаемых ' мер по- обеспечению

безопасности П!н до ввода в эксплуатацию ИСП,.Щн;
о разработана система защиты информации для Испдн, учитывающая требования

подзаконных актов Российской Федерации в области защиты П!н и результаты
моделироваЕия угроз и нарушителей ИСПДЕ;

. применяIотСя средства защиты информации, прошедшие в установленном порядке
процедуру оJlсIIки соо,l,ветствия, для неЙтрализации актуаJIьных угроз
безопасности;

о в обществе изданы лока]]ьные акты по вопросам обработки П,Щн, а также
локa}льные ак,Iы. устанавJIиваюtцие процедуры, направленные на предотвраJцение и
выявление rrарушений законодательства Российской Федерапии в области
обработки П!н, процедуры, направленные на устраIIение последствий таких
нарушений;

. проводится озllакомление работников. допущенных к обработке Пflн субъектовпдн, с_ требованиями, установленными действующим aа*оrrодаrьпu"ruо"
Российской Феlерации в области ПДн, настоящей Политикой, а также локtL,Iьными
нормативньйи актами Общест ва иlчли об-у"""r" указанньгх работников;

о организована надлетtащм обработка П.цн, ооуществлlIемм с использованием
средстВ автоматизациИ (в том числе, использов lие сертифицированного
программного обеспечеrrия, разграничение доступа к компьютераLl, локальной
сети, информационнь]м системам, обрабатывающим персонatльные данные,
установлеIIие Ilорядка уничтожения Пfiн в ипформациоЕньtх системах);. организоваН надлеrкащиЙ порядоК работЫ с П,.Щн, осуществляемьтй без
использоваtIия средств автоматизации (в том числе, организация надлеr(ацего
хранения докуNlентов, содержащих П!н, установление порядка уничтожения либо

, обезличиВания lIflH, обрабатываемых без использования средств автоматизации);. достуП работников к информаuии, содержащей П,Щн субъектов П.Щн, организован в
соответствии с их должнос,гными (функчиональными) обязанностями;

, осуществлЯется внутренlrИй контролЬ и (или) аулит соответствия обработки ПЩн
змону о персонt}льных /{анных и принятым в аоответствии с ним нормативным
прalвовым актам, требованиям к защите П!н, настоящей Политике, локtlльным
актам общества;

. проводитсЯ оценка вреда, который может быть причинеЕ субъектам rrepcoнzlлbнblx
данных в Обществе в случае нарушения Закона о rrepooнtlлbнbIx данньIх.

1 1. 1. общество о.ru,..,*п".i';f":'Ж:ъ:lЖ:i:,НJНrТ форме, позво:lяющей
определить субъекта персоIIальных данных, не дольше, чем этого требует каждrш цельобработкИ персона,llыJьIх даIных! ес,]Iи срок храв9ния персональных данных не
установJIен федеральным законом. договором.
11.1.1. ПерсональЕые данные на бумаrкных носителях хранятся в Обществе в течение
сроков хранения докуп,tентов! JIля которых эти сроки предусмотрены зaжонодательством
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об архивном деJIе ]r РФ (Фелеральный закон от 22,10.2004 N9 125-ФЗ <Об архивном деле в
Российской Федерации>, Перечень типо]]ых упрzвJtенческих архивньrх документов,
образуюцихся в процессе деятельности государственных органов, органов местного
самоуправлеЕия и организаций, с указанием сроков их хранения (утв. Приказом Росархива
от 20.12.20l9 ЛЪ 2З6)),
11,1.2. Срок хранения персонмьных данных, обрабатываемьrх в информационных
системаХ персонмьных дан}lых, cooTBeTc,IByeT сроку хранения персонмьньrх данпьж на
бумаtltных носи tелях.
1 1.2. При хранении материальных носителей П.Щн соблrодаются условия, обеспечивающие
сохранностЬ П!н и исклюЧающие несанкЦионированный к ним доступ. Перечень мер,
необходимыХ для обеспеченИя таких условий, порядок их I1ринятия, а также перечень Jrиц,
ответственных за реaлизацию указанных мер, устанавливаются Обществом,

l 2. Ак,l.уализация, исправление, удаление, уничтожение
tIерсональных данных

l2.1. ПодтверЖдение факта обработки персонаJIьньtх данньD( Обществом, правовые
основания и цели обработки персонzutьньц данных, а также иныо сведения, }казанные в ч.7 ст. 14 Закона о персональных данных. предоставляются ОбщесЙом субъекту
персональЕьIх данных или его представителю в течение 10 рабочих дней с момента
обращения либо получения запроса субъекта тlерсонtl.льЕьIх данньIх иIlи его
представителя. flанныЙ срок мох(еТ быть продлен, но.не более чем на пять рабочих дней.
!ля этого Обцество следует направить 

"убu"пrу 
napaurr-unu* данвьrх мотивированное

УВедомление с указанием причин продления срока предоставления запрашиваемой
информации.

в предоставляемые сведения не включаlотся персон€lльные данЕые, относящиеся к
лругим субъектам персональных ланных, за исключением случаев, когда имеются
законные основания для раскрытия таких персоЕмьньrх данньж,
Запрос должен содержать:

. номер основного документа, Удостоверяющего личность
даtIных или его IIредставителя, сведения о дате вьцачи
выда]]шем его оргаIrе;

субъекта персонмьньш
указанного документа и

, сведения, подтI]ержлающие участие субъекта персOнirльньгх дrlнньD( в отношениях с, Обществом (номер договора, дата заключения договора, условное словесное
обозначение и (иrrи) иные сведения), либо сведения, иным образьм подтверждающие
факт обработки персонzrльных данных Обществом;

л . подпись субъек,га персональных ланных или его представителя.
Запрос Mo>tteT быть направлен в форме электронного документа и подписаЕ электронной
подписью в соответс,гl]ии с законодательством Российской Федерации.

ОбществО предос,гавляеТ свеJ{еIiия, указанные в ч. 7 ст. i4 З*опu о персоЕtlльньtх
данных, субъектУ персональныХ данньгх или его представителю в тоЙ форме, в которой
направлены соответствующие обращение либо запрос, если иное не указано в обращении
или запросе.

Если В обращении (запросе) субъекта персон.lльньж данных не отражены всоответствии с требоваItl-tями Закогrа о персональных данньIх все необходимur" 
"""д"пr"или субъект не об.палает правами лоступа к запрашиваемой информации, r.o ему

}lаправляеIся мотивированн ый о гказ,
Право субъекта персоIlалыlых ланных Ila доступ к его персональным данным может

быть ограничено в сооl,ветствии с ч. 8 с,г. 14 Закона о персональных данных. в том числе-
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если доступ субъекта персональных данных к его персональным даяным нарушает права
и законные интересы третьих лиц.
12.2. В случае вьuIвJIеItия неточных персональньrх данньж при обращении субъекта
персоЕaIльных данных или его представителя либо по их запросу или по запросу
Роскомнадзора Общество осуществляет блокирование персональных даЕньж,
относящихся к этому субъекту персонаJIьных данньIх, с момента такого обращения или
получения Указанного запроса на период проверки, еслй бл'окирование персона.rrьньrх

даFIных не нарушает права и законные интересы субъекта персональньD( данньIх или
третьих лиц.

в случае подтверждения факта неточности персонa}льньD( даIIЕьж общество на
основании сведений, представленных субъектом персональньIх данньж или его
прелставителем либо Роскомнадзором, или иньrх необходимьIх док)ъdентов уточняет
персонаJIьные данные в течеttие 7 (семи) рабочих дней со дня представления таких
сведений и снимает блсlкирование персонаJIьпых данных.
12.З. В случае выявления неправомерной обработки персоIrаJIьньж данньIх при обращении
(запросе) субъекта персоI{альltых данных или его представителя либо Роскомнадзора
Общество осуществляет блокирование неправомерно обрабатываемьж персональньtх
даfiных, отIlосящихся к этому субъекту персональных данЕьIх, с момента такого
обращения или полуlения запроса.
l2.4. При вь]явлении Обществом, Роскомнадзорём или иным заинтересованЕым лицом

факта неправомерной или случайной передачи (предоставления, распростравения)
персональЕых данных (лоступа к персонa}льным данньш), повлекшей нарушение прав
сl бъектов персонаJlьн 1,Ix даllltых. Обшество:

. в течение 24 Часов - уведомляет Роскомнадзор о произошедшем инциденте,
предIrолагаемых причинах! повлекших нарушение прав субъектов персонilльных
данных, предполагаемом вреде, нанесенном правам субъектов персонfuтьных
данIlых, и принятых мерах по устранению последствий инцидентц а также
предоставляет сведеIJия о лице, уполномоченном Оператором на взммодействие с
Роскомналзоро]\,l IIо BollpocaM, связанным с инцидентом;

. в течение 72 часов - уведомляет Роскомнадзор о результатах внутреннего
расследования выявле}IlIого инцидента и предоставляет сведеЕия о лицах, действия

, которых стали его причиной (при наличии).
12.5. Порядок унич,l,ожеlIия персоншIьных ланных Оператором:
12.5.1. Условия и сроки уничтожения персональных данных Оператором:

. достижение цсли обработки персональных данных либо 1трата необходимости
достигать эту цель - в течение 30 дней;

. достижение максима"лыlых сроков храЕения документов, содержащих
персонаJIьные данные, - в течение 30 дней;

. предоставление субъектом персоlIальных данных (его представителем)
подтверждения того, что персонalльные данные получены незакоIlво или не
являются необхолимыми для заявленной цели обработки, - в течецие семи рабочих
дней;

. отзыв субъектом персональных данI{ых согласия на обработку его персона.JIьных
данных, если их сохранеI{ие для ]Iели их обработки более не требуется, - в течение
30 дней.

]12.5.2. При достижении цели обработки персонаlьньIх дilнньD(, а также в случае отзыва
субъектом лерсонаlьных .цанных соlласия на их обработку персональные данные
подлежат уничтожениlо, есJlи :

пранuца 2I
Полumuка
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l1нoe не преJ\ с\lотрено Jоговоро\1. стороной которого, выгодоприобретателем или

поручителе\I по KoTopo}Iy яв-ilяется субъект персональЕых данЕьIх;

обцество не вправе осуlцествлять обработку без согласия субъекта персоЕ,lльных

данньш на основаниях, Ilредусмотренных законом о персональных даЕных или

иными федеральными законами;
. иное не предусмотрено другим соглашением

персонalльных данных.

между Обществом и субъектом

комиссия, создавiм приказомданных осуществляет
1 2.5.3. Уничтоiкение персонаJIьных
генерального директора Общества,
12.5.4. Способы уни.гIожения персонаJIьIIьж

нормативных актах Обrцества.
ланньtх устанавлйваются в локальньIх

13. Ответы на запросы субъектов на доступ к персональным данным

13.1. Общество осуществJIяст np".* , обработку обращений субъектов П,Щн, а также

контроль обеспечения такого приема и обработки в целях соблюдетrия прав и закон}Iых

интересов субъекта П!н.
13.2. При рассмотрении обращениЙ либо при полуIении запросов субъектов ПДн

общество руководствуется положениями Закона о персо}1'lльньж дашных,

lЗ.З. Получив обрапlение либо запрос субъекта_ ПДн, содержащие информацию,

прaлуarоrр"ппуa dunoro' о персональных данньь Общество убедившись в 3аконности

.,u*oio оОрчщ.Пия либо .unpo.u, предоставляет субъеКту П.Щн иiитпл его представителю,

обладающемУ полномочиями на предоставление интеРесов субъекта ПДн, сведения,

указанные в'запросе, в той форме, в которой iJаправлены соответств),ющие обращение

либо запрос, если иное Fе указано в обращении или запросе, или принимает иные меры в

.uu".rro.r, от спсцифики (особенностей) обращения либо запроса, При этом

предоставляемые Общссiвом сведеlIия не могут содержать ПДн других субъектов П!н,

исключение составляIо,г сJIучаи. llри которых имеются законные основания для раскрытия

Il,Щн лругих субъектов l1!H.
lЗ.4, ОбществО вправе отказать субъскту П.Щн в уловлетворении требов,lний, указанных в

обращеЕии либо запросс, посредством предоставления мотивироваIIно,о о:11: субъекту

пдн или его представителю, в случае наличии у Общества законньж основании,

ti,b. Проч"."' обработки .unpoio" субъектов П,Щн или их предстtlвителей, запросов

уilолномоченных органов осуществляется в соответствии с вЕутренними нормативными

документами Обlцества.

14. Заклlочительные положеция

14.1. Контроль за соблюдением требований настоящей Политики в Обществе, а также ее

актуализацию осушtествляют лица, ответственные за организацию обработки

персональных данных.
14.2. ознакомившись с По.:rитикой, субъект П,Щн подтверждает, что с содержанием

ПолитикИ он ознакомлеIl, и что содержание Политики ему понятно,

l4.3 ответственносl.ь за ItаруIхенис требований законодательства российской Федерации

и tIормативных актов ()бrцества в сфере обработки и защить1 персональных даннь

опредеJIяется в ооответс,гвии с законо.цательством Российской Федерации,
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